AUTHENTICATED
U.S. GOVERNMENT
INFORMATION

GPO

Assassination Records Review Board

§1410.45 Procedure for appeal of de-
nial of requests for Review Board
records and denial of requests for
fee waiver or reduction.

(a)(1) A person whose request for ac-
cess to Review Board records or re-
quest for fee waiver or reduction is de-
nied in whole or in part may appeal
that determination to the Executive
Director within 30 days of the deter-
mination. Appeals filed pursuant to
this section must be in writing, di-
rected to the Executive Director at the
address stated above, and clearly
marked ‘““Freedom of Information Act
Appeal.”” Such an appeal received by
the Review Board that is not properly
addressed and marked will be so ad-
dressed and marked by Review Board
personnel as soon as it is properly iden-
tified and then will be forwarded to the
Executive Director. Appeals taken pur-
suant to this paragraph will be consid-
ered to be received upon actual receipt
by the Executive Director.

(2) The Executive Director shall
make a determination with respect to
any appeal within 20 working days
after the receipt of such appeal. If, on
appeal, the denial of the request for Re-
view Board records or fee reduction is
in whole or in part upheld, the Execu-
tive Director shall notify the person
making such request of the provisions
for judicial review of that determina-
tion.

(b) In unusual circumstances, as de-
fined in §1410.40(c), the time limits pre-
scribed for deciding an appeal pursuant
to this section may be extended by up
to 10 working days by the Executive
Director, who will send written notice
to the requester setting forth the rea-
sons for such extension and the date on
which a determination or appeal is ex-
pected to be dispatched.

§1410.50 Requests for classified agen-
cy records.

The Review Board may at any time
be in possession of classified records re-
ceived from other Federal agencies. Ex-
cept with respect to those documents
identified in §1410.10(a)(2), the Review
Board shall refer requests under
§1410.25 for such records or information
to the other agency without making an
independent determination as to the
releasability of such documents. The

§1415.10

Review Board shall refer requests for
classified records in a manner consist-
ent with Executive Order 12958 of April
17, 1995, or other such law as may

apply.
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§1415.5 Scope.

This part contains the Review
Board’s regulations implementing the
Privacy Act of 1974, 5 U.S.C. 552a.

§1415.10 Definitions.

In addition to the definitions pro-
vided in the Privacy Act, the following
terms are defined as follows:

Assassination records, for the purpose
of this regulation only, are records cre-
ated by Government offices (other than
the Review Board), entities, and indi-
viduals that relate to the assassination
of President John F. Kennedy that
may, from time to time, come into the
temporary custody of the Review
Board but that are not the legal prop-
erty of the Review Board.

Executive Director means the principal
staff official appointed by the Review
Board pursuant to 44 U.S.C. 2107.8(a).

JFK Act means the President John F.
Kennedy Records Collection Act of
1992.

Privacy Act Officer means the person
designated by the Executive Director
to administer the Review Board’s ac-
tivities pursuant to the regulations in
this part.

Review Board means the Assassina-
tion Records Review Board created
pursuant to 44 U.S.C. 2107.7.
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§1415.15

System of records means a group of
records that is within the possession
and control of the Review Board and
from which information is retrieved by
the name of the individual or by some
identifying number, symbol, or other
identifying particular assigned to the
individual. Assassination records, as
defined above, are not included in the
Review Board’s systems of records.

§1415.15 Systems of records notifica-
tion.

Any individual who wishes to know
whether a system of records contains a
record pertaining to him or her may
file a request in person or in writing.
Written requests should be directed to
the Privacy Act Officer, Assassination
Records Review Board, 600 E Street,
NW, Washington, DC 20530, and should
be clearly marked “Privacy Act Re-
quest.”’

§1415.20 Requests by an individual for
access to their own records.

(a) Requests in writing. An individual
may request access to his or her own
records in writing by addressing a let-
ter to the Privacy Act Officer, Assas-
sination Records Review Board, 600 E
Street, NW, 2nd Floor, Washington, DC
20530. The request should contain the
following information:

(1) Full name, address, and telephone
number of requester;

(2) Proof of identification, which
should be a copy of one of the follow-
ing: Valid driver’s license, valid pass-
port, or other current identification
which contains both an address and
picture of the requester;

(3) The system of records in which
the desired information is contained;
and

(4) At the requester’s option, author-
ization for expenses (see §1415.50
below).

(b) Requests in person. Any individual
may examine his or her own record on
the Review Board’s premises. To do so,
the individual should call the Review
Board’s offices at (202) 724-0088 and ask
to speak to the Privacy Act Officer.
This call should be made at least two
weeks prior to the time the requester
would like to see the records. During
this call, the requester should be pre-
pared to provide the same information
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as that listed in paragraph (a) of this
section except for proof of identifica-
tion.

§1415.25 Processing of requests.

(a) The Privacy Act Officer will proc-
ess all requests under both the Free-
dom of Information Act and the Pri-
vacy Act.

(b) The Privacy Act Officer will re-
spond to the request within ten work-
ing days of its receipt by the Privacy
Act Officer. If the Review Board needs
additional time to respond, the Privacy
Act Officer will provide the requester
an explanation as to why the Review
Board requires an extension.

(c) Following the initial call from the
requester, the Privacy Act Officer will
determine: whether the records identi-
fied by the requester exist, and wheth-
er they are subject to any exemption
under §1415.55 below. If the records
exist and are not subject to exemption,
the Privacy Act Officer will call the re-
quester and arrange an appointment at
a mutually agreeable time when the
records can be examined. At the ap-
pointment, the requester will be asked
to present identification as stated in
§1415.20(a)(2). The requester may be ac-
companied by one individual of his or
her own choosing, and should state
during this call whether or not a sec-
ond individual will be present at the
appointment. In the event that a sec-
ond individual accompanies the re-
quester, the requester will be asked to
provide the Review Board with written
consent to disclose his or her records
to the second individual.

(d) If a request is received for infor-
mation compiled in reasonable antici-
pation of a civil action or proceeding,
the Privacy Act Officer will determine
whether to disclose the information
and will inform the requester whether
this information is subject to release
under the Privacy Act (see 5 U.S.C.
552a(d)(5)).

§1415.30 Appeals from access denials.

When access to records has been de-
nied in whole or in part by the Privacy
Act Officer, the requester may file an
appeal in writing. This appeal should
be directed to the Executive Director,
Assassination Records Review Board,
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